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From the beginning of the twentieth century, we have witnessed a vast proliferation in the number of government records kept about individuals as well as a significant increase in public access to these records. These trends together have created a problematic state of affairs—a system where the government extracts personal information from the populace and places it in the public domain, where it is hoarded by private-sector corporations that assemble dossiers on almost every American citizen.

**Records from Birth to Death**

Today, federal, state, and local government entities maintain a smorgasbord of public records.\(^1\) State public records cover one's life from birth to death. Birth records can contain one's name, date of birth, place of birth, full names and ages of one's parents, and mother's maiden name.\(^2\) In particular, mother's maiden names are important because many companies use them as passwords to access more sensitive data. Shortly after birth, the federal government stamps an
individual with a SSN, which will be used throughout her life to identify her and consolidate records about her. States also maintain other records relating to one’s personal life, such as records about marriages, divorces, and death. These are often referred to collectively as “vital records.” Records of marriages, which are public in most states, contain maiden names, the date and place of birth of both spouses, as well as their residential addresses.

Beyond vital records, states keep records for almost every occasion an individual comes into contact with the state bureaucracy. Accident reports and traffic citation records are made publicly available by many states. Voting records can reveal one’s political party affiliation, date of birth, place of birth, email address, home address, telephone number, and sometimes SSN. In many states, this information is publicly available.

An individual’s profession and place of employment often generate a number of records. Many professions require licenses, such as doctors, lawyers, engineers, insurance agents, nurses, police, accountants, and teachers. If an individual is injured at work, worker’s compensation records may disclose the date of birth, type of injury, and SSN. If a person is a public employee, many personal details are released to the public by way of personnel records, including home address, phone number, SSN, salary, sick leave, and sometimes even email messages. In Massachusetts, government officials are required by law to maintain “street lists” containing the names, addresses, dates of birth, veteran statuses, nationalities, and occupations of all residents. These lists, which organize residents by the streets they live on, are made available to the police, to all political committees and candidates, and to businesses and other organizations.

One’s home and property are also a matter of public record. Property tax assessment records contain a detailed description of the home, including number of bedrooms and bathrooms, amenities such as swimming pools, the size of the house, and the value. Other property ownership records unveil lifestyle information such as whether one owns a boat, and if so, its size and type.

Often, any contact with law enforcement officials will yield a record. Arrest records can include a person’s name, occupation, physical description, date of birth, and the asserted factual circumstances.
surrounding the arrest. Police records also contain information about victims of crime.

Court records can be very revealing. In almost all states, court records are presumed to be public. Although current practice and existing physical constraints limit the extent to which personal information in court documents can be accessed, new technologies are on the verge of changing this reality.

In civil cases, court files may contain medical histories, mental health data, tax returns, and financial information. For example, in an ordinary civil lawsuit over an automobile accident, the plaintiff must submit medical information, including any pre-existing conditions that might be responsible for her symptoms. This data could even include psychological information. To establish damages, the plaintiff must also reveal details about her lifestyle, activities, and employment. If this information is contained in a document filed with the court or is mentioned in a hearing or at trial, it can potentially become accessible to the public unless protected by a protective order. In addition to plaintiffs, civil defendants must also yield personal information in many instances.

Witnesses and other third parties who are involved in cases can have deeply personal details snared by discovery and later exposed in court documents. If a person serves as a juror, her name, address, spouse’s name, occupation, place of employment, and answers to voir dire questions may become part of the court record. Some courts have held that the public may have access to questionnaires given to jurors as part of voir dire. Voir dire questions can involve sensitive matters such as whether a juror was the victim of a crime, the juror’s political and religious beliefs, any medical and psychological conditions that might affect the juror’s performance, and other private details.

Beyond ordinary civil lawsuits, special civil proceedings, such as appeals from the denial of Social Security benefits, release much information into court records, including a person’s disability, work performance, SSN, birth date, address, phone number, and medical records. In federal bankruptcy courts, any “paper filed . . . and the dockets of a bankruptcy court are public records and open to examination by an entity at reasonable times without charge.” Information
involved in bankruptcy proceedings includes one’s SSN, account numbers, employment data, sources of income, expenses, debts owed, and other financial information. Additionally, in certain circumstances, employees of a company that declares bankruptcy can have their personal information divulged in public bankruptcy records.

In some states, family court proceedings are public. For example, a divorce proceeding can unmask the intimacies of marital relationships. As the New Hampshire Supreme Court held, “[a] private citizen seeking a divorce in this State must unavoidably do so in a public forum, and consequently many private family and marital matters become public.”

Parties in criminal cases have even less privacy. Beyond the personal details about a defendant released at trial or in the government’s indictment or charging papers, conviction records are made public. Information about victims—their lifestyles, medical data, and occupation—can also be found in court records. Pre-sentence reports prepared by probation officers about convicted defendants facing sentence are used by judges in arriving at the appropriate sentence. These reports contain a summary of the defendant’s prior criminal conduct, social history, character, family environment, education, employment and income, and medical and psychological information. Although in many states and in federal court, pre-sentence reports remain confidential, in some states, such as California, the pre-sentence report becomes part of the court file after sentencing.

Community notification laws for sex offenders, often referred to as “Megan’s Laws,” require the maintenance of databases of information about prior sex offenders and disclosure of their identities and where they live. All 50 states have enacted some version of Megan’s Law. Sex offender records often contain SSNs, photographs, addresses, prior convictions, and places of employment. A number of states have placed their sex offender records on the Internet.

Some localities are even publicizing records about individuals arrested, but not yet convicted, of certain crimes. In 1997 Kansas City initiated “John TV,” broadcasting on a government-owned television station the names, photographs, addresses, and ages of people who
had merely been arrested (not convicted) for soliciting prostitutes, and other cities have initiated similar programs. Additionally, a growing number of states are furnishing online databases of all of their current inmates and parolees.

The Impact of Technology

For a long time, public records have been accessible only in the various localities in which they were kept. A person or entity desiring to find out about the value of an individual’s home would have to travel to the town or county where the property was located and search through the records at the local courthouse. Depending upon local practice, the seeker of a record might be able to obtain a copy through the mail. Court records, such as bankruptcy records, would typically be obtained by visiting a courthouse or engaging in a lengthy correspondence with the clerk’s office. The seeker of a record could not obtain records en masse; records could only be obtained for specific individuals.

This reality is rapidly changing. As records are increasingly computerized, entire record systems rather than individual records can be easily searched, copied, and transferred. Private-sector organizations sweep up millions of records from record systems throughout the country and consolidate them into gigantic record systems. Many websites now compile public records from across the country. There are more than 165 companies offering public record information over the Internet. These companies have constructed gigantic databases of public records that were once dispersed throughout different agencies, offices, and courthouses—and with the click of a mouse, millions of records can be scoured for details.

The increasing digitization of documents and the use of electronic filing will soon result in much greater accessibility to court records online. Currently, most courts post only court rulings and schedules on their websites. Only a handful of courts now post complaints and other legal documents. However, states are beginning to require documents to be filed electronically and to convert existing records into digital format. For example, in New Jersey, bankruptcy records (including a debtor’s bankruptcy petition) are scanned into electronic...
format and can be accessed through the Internet. Some companies are beginning to make digital images of records available over the Internet. The federal court system is currently developing a system that makes full case files accessible via the Internet.

Beyond greater accessibility, technology may also lead to the retention of greater amounts of personal information in public records. Under current practice, due to storage space constraints, clerks’ offices often do not maintain copies of exhibits and other documents related to trials. However, as court documents such as pleadings and exhibits are filed in digital format, they will become easier to store. Further, under current practice, transcripts are typically produced only when a case is appealed. New technology enables transcripts of court proceedings to be made instantaneously without having to be transcribed. The increased use of such technology could result in the existence of more transcripts of trials, which can potentially include personal information about many parties and witnesses.

In sum, the increasing digitization of documents enables more documents to be retained by eliminating storage constraints, increases the ability to access and copy documents, and permits the transfer of documents en masse. Personal information in public records, once protected by the practical difficulties of gaining access to the records, is increasingly less obscure.

**The Regulation of Public Records**

As it currently stands, public records law is a complicated and diverse hodge-podge of various statutes, court practices, and common law rights that vary from state to state and leave much personal information unprotected. A broad overview of the law that governs public records reveals that it is disconnected, often outdated, and inadequate to meet the challenges of the new technologies of the Information Age.

*The Common Law, Court Records, and Protective Orders.* At common law, English courts rarely encountered cases involving an individual seeking to gain access to government records. Only in unusual circumstances could individuals inspect government records, such as when
people needed them for court proceedings. Access to court records, as opposed to other public records, was broader. When documents were introduced into evidence, individuals were permitted access.

Early U.S. courts followed the English practice. Only if a person had a “special interest” in examining records would access be granted. Later on, the common law evolved to expand the “interest” required for inspection to include redressing public wrongs and monitoring government functions. The law then broadened even further to include all purposes that were not improper or harmful to others. One of the most commonly mentioned improper purposes was “to satisfy idle curiosity or for the purpose of creating a public scandal.”

In contrast to public records, the right to inspect court records was generally broader and was shaped by the supervisory authority of the courts. The courts had a long tradition of permitting open access to court records, and access was rarely limited based on the purposes for which the records were sought. In 1978, in Nixon v. Warner Communications, Inc., the Supreme Court noted that “[i]t is clear that the courts of this country recognize a general right to inspect and copy public records and documents, including judicial records and documents.” The right is justified by “the citizen’s desire to keep a watchful eye on the workings of public agencies, and in a newspaper publisher’s intention to publish information concerning the operation of government.” The common law right of access isn’t absolute, especially for court records, because “[e]very court has supervisory power over its own records and files,” and can deny access when records reveal embarrassing personal information or cause harm. The decision over whether to permit access “is one best left to the sound discretion of the trial court.”

In the federal court system, pursuant to Federal Rule of Civil Procedure 26(c), judges have discretion “for good cause shown” to issue protective orders to shield information from disclosure where it might cause a party “annoyance, embarrassment, oppression, or undue burden or expense.” Protective orders allow documents to be used by parties to a case, but restrict public access. Most states have a rule similar to Rule 26(c). Since court records are presumed to be publicly accessible, a party seeking a protective order must overcome the presumption. Courts balance a party’s interest in privacy against
the public interest in disclosure. If a court decides to deny access, it “must set forth substantial reasons.”

Courts also retain discretion to issue special orders to keep certain proceedings and information confidential. A court will sometimes, under very limited circumstances, seal court proceedings such as trials. A court can allow a plaintiff to proceed anonymously with the use of a pseudonym. Courts can also permit anonymous juries when jurors might otherwise be placed in danger. These decisions, however, are within the discretion of the trial court, and courts differ greatly in the exercise of their discretion. For example, one court permitted a woman who had been raped at a train station and was suing Amtrak to keep her identity secret because of the potential embarrassment she would suffer if the details of her rape became known in her community. In contrast, another court held that a victim of sexual assault could not sue her assailant for civil damages under a pseudonym because “[f]airness requires that she be prepared to stand behind her charges publicly” and because she was “seeking to vindicate primarily her own interests.”

In sum, under modern American common law, there is a limited right to access public records so long as one’s purpose is not improper. For court records, the common law right to access follows the supervisory authority of the courts, and judges have significant discretion in granting or denying access.

*Freedom of Information Laws.* State legislatures gradually replaced or supplemented the common law right of access with open records statutes, which generally mandated broad access. These statutes are called “freedom of information,” “open access,” “right to know,” or “sunshine” laws. States were initially slow in enacting statutory public access rights; by 1940, only 12 states had open records statutes. In 1966, Congress passed the Freedom of Information Act (FOIA), providing substantial public access to records of the federal government. When he signed the FOIA into law, President Lyndon Johnson declared that “democracy works best when the people have all the information that the security of the Nation permits. No one should be able to pull curtains of secrecy around decisions which can be revealed without injury to the public interest.” Under FOIA, “any person” (in-
cluding associations, organizations, and foreign citizens) may request “records” maintained by an executive agency. Requesters of records don’t need to state a reason for requesting records. FOIA does not apply to records kept by Congress or the Judiciary.

Today, all 50 states have open records statutes, a majority of which are modeled after the FOIA. Like the federal FOIA, state FOIAs are justified by a strong commitment to openness and transparency. Following FOIA, many states eliminated the common law requirement that requesters establish an interest in obtaining the records. Most state FOIAs contain a presumption in favor of disclosure.

Open access laws never mandate absolute disclosure. They contain exemptions, typically (although not always) including an exemption to protect individual privacy. The federal FOIA contains nine enumerated exemptions to disclosure, two of which pertain to privacy. One applies generally to records which “would constitute a clearly unwarranted invasion of personal privacy”; the other applies to law enforcement records that could “constitute an unwarranted invasion of personal privacy.” If possible, private information can be deleted from records, and the redacted records disclosed to the requester.

The federal FOIA doesn’t require that a person be given notice that his or her personal information is encompassed within a FOIA request. Even if an individual finds out about the request, she has no right under FOIA to prevent or second-guess an agency’s decision to disclose the records. FOIA does not require that the government withhold information; it is up to the government agency to assert and to litigate the individual’s privacy interest.

State FOIA privacy exemptions come in myriad shapes and sizes. Many state FOIAs contain privacy exemptions similar to those found in the federal FOIA, applying when disclosure would constitute a “clearly unwarranted” invasion of privacy. However, not all state FOIAs have privacy exemptions. Pennsylvania’s Right to Know Act does not contain a privacy exemption; it prohibits only access to records “which would operate to the prejudice or impairment of a person’s reputation or personal security.” As one court stated, “the phrase ‘personal security’ does not mean ‘personal privacy.’” Ohio’s Public Records Act does not contain any privacy exemption.
In applying FOIA privacy exemptions, many states follow the federal FOIA approach and balance interests of privacy against the interests of public access. However, states have adopted widely differing approaches often stemming from vastly different judicial conceptions of privacy.

**Privacy Acts.** The Privacy Act of 1974 regulates the record systems of federal agencies. The Act prohibits the disclosure of personal information; requires records to be kept secure; and gives people the right to review their records and to ask the agency to correct any errors. People can sue if they are harmed by an agency’s failure to comply with the Act. The Privacy Act has significant limitations. It is limited only to the public sector. It applies to federal, not state and local agencies. Further, the Act has been eroded by about a dozen exceptions. For example, agencies can disclose information without the consent of individuals to the Census Bureau, to law enforcement entities, to Congress, and to credit reporting agencies. When FOIA requires that information be released, the Privacy Act does not apply. Nor does the Privacy Act apply to court records.

The broadest exception is that information may be disclosed for any “routine use” if disclosure is “compatible” with the purpose for which the agency collected the information. The “routine use” exception has repeatedly been criticized as being a gigantic loophole. As privacy law expert Robert Gellman writes, “[t]his vague formula has not created much of a substantive barrier to external disclosure of personal information.”

Although the Privacy Act requires an individual’s permission before his or her records can be disclosed, redress for violations of the Act is virtually impossible to obtain. The Privacy Act provides individuals with a monetary remedy for disclosures of personal information only if the disclosure was made “willfully and intentionally.” This restriction on recovery of damages fails to redress the most common form of mistakes—those due to carelessness. This leaves little incentive to bring suit against violators. For example, in *Andrews v. Veterans Administration*, the Veterans Administration released inadequately redacted personnel records of nurses, resulting in what the
court called a “substantial” violation of nurses’ privacy. However, the agency could not be sued under the Privacy Act because it acted negligently, not willfully. Moreover, less than a third of the states have enacted a general privacy law akin to the Privacy Act. Paul Schwartz observes that most states lack “omnibus data protection laws” and have “scattered laws [that] provide only limited protections for personal information in the public sector.”

Access and Use Restrictions. Confronted with increased information trade, some states have attempted to restrict access to personal information in public records as well as certain uses of personal information obtained from public records. In the last decade, a number of states have enacted access restrictions for some of their public records, often excluding access for commercial uses, such as soliciting business or marketing services or products. For example, Georgia amended its public records law in 1991, making it unlawful to access law enforcement or motor vehicle accident records “for any commercial solicitation of such individuals or relatives of such individuals.” In 1992, Louisiana restricted access to accident records for commercial solicitation purposes. Kentucky, in response to “a public groundswell [that] developed against the release of accident reports to attorneys and chiropractors,” amended its public records law in 1994 to restrict access for these and other commercial uses. In 1996, Florida barred the access of driver information in traffic citations from those seeking it for commercial solicitation purposes. Colorado curtailed access to criminal justice records unless those seeking access signed a statement that such records would not be used “for the direct solicitation of business for pecuniary gain.” California restricted access to arrest records by providing that the records “shall not be used directly or indirectly to sell a product or service . . . and the requester shall execute a declaration to that effect under penalty of perjury.” Almost half of the states prohibit the commercial use of voter registration records.

The federal government also has certain access and use restrictions for its public records. Pursuant to the Federal Election Campaign Act (FECA), reports of contributors to political committees are
“available for public inspection . . . except that any information copied from such reports . . . may not be sold or used by any person for the purpose of soliciting contributions or for commercial purposes.”

In sum, although in certain contexts laws are beginning to limit access to public records for some purposes, the vast majority of public records remain virtually unrestricted in access.

Restrictions on State Information Practices. In a rare instance, the federal government has directly regulated the states’ use of public records. In 1994, Congress passed the Driver’s Privacy Protection Act (DPPA) to curtail states’ selling their motor vehicle records to marketers. In Reno v. Condon, the Supreme Court concluded that DPPA was a proper exercise of Congress’s authority to regulate interstate commerce. Further, the Court concluded that DPPA “regulates the States as the owners of databases” and does not require them to enact regulation or to assist in enforcing federal statutes concerning private individuals. Although DPPA is an important first step in bringing state public records systems under control, DPPA applies only to motor vehicle records and does not forbid the dissemination of all the other public records states maintain.

The Regulatory Regime of Public Records. As illustrated throughout this chapter, states vary significantly in what information they make publicly available. Often such decisions are made by agencies and bureaucrats or left to the discretion of the courts. Decisions as to the scope of access—whether one must obtain a record by physically going to a local agency office, by engaging in correspondence by mail, or by simply downloading it from the Internet—are often made by local bureaucrats. Frequently, it is up to the individual to take significant steps to protect privacy, such as overcoming the presumption of access to court records. In many instances, individuals are never even given notice or an opportunity to assert a privacy interest when records containing their personal information are disclosed.

Differing protection of personal information with no minimum floor of protection presents significant problems in today’s age of increasing mobility and information flow. There is no federal law estab-
lishing a baseline for the regulation of public records. Thus, personal information is regulated by a bewildering assortment of state statutory protections, which vary widely from state to state.97

This chaotic state of affairs is troublesome in an Information Age where information so fluidly passes throughout the country and is being made more widely available through the Internet. The privacy protection that currently exists for public records is largely designed for a world of paper records and has been slow to adapt to an age where information can be downloaded from the Internet in an instant.